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Joint Technical Architecture – Army (JTA-Army) Compliance Guidance

1.
Compliance With The JTA-Army 

Compliance with the Joint Technical Architecture-Army (JTA-Army) is mandatory for all Active, Reserve and National Guard systems that produce, use, or exchange information electronically.  Systems that are not compliant, that do not have an approved waiver for a mandate or an approved Migration Plan from the Army Technical Architect, will not receive further funding or support beginning in FY2007. All Army systems are fully expect to meet this compliance date. For interoperability among systems, Intra-Army Interoperability Certification testing, and Software Blocking management and synchronization are vital. 

The JTA-Army is a set of "building codes." By itself it builds nothing. However, used in conjunction with the other Army Knowledge Enterprise Architecture (AKEA) views -- the Operational View and the Systems View -- the adoption and enforcement of the JTA-Army fosters interoperability between systems, as well dramatically reducing cost, development time, and fielding time for improved systems.    

Compliance with the JTA-Army is the means by which Army organizations will meet the standards mandated by DoD in the Joint Technical Architecture (JTA). The Army responded to an Office of the Secretary of Defense (OSD) request by stating that the Army will implement the DoD JTA through the implementation of the JTA‑Army. The JTA‑Army is a comprehensive set of standards for Army and Joint interoperability which is compliant with the DoD JTA. The JTA-Army gives systems developers, for all Army acquisitions, a single technical standards document to go to for the standards that need to be followed for Army and joint systems at all levels.

The JTA-Army applies to all systems that produce, use, or exchange information electronically. The JTA-Army will be used by anyone involved in the management, development or acquisition of new or improved systems. Within the Army, the Vice Chief of Staff, Army and the Army Acquisition Executive have jointly made each Milestone Decision Authority (MDA), Major Army Command (MACOM), Program Executive Officer (PEO), Program or Product Manager (PM), Advanced Technology Demonstration (ATD) Manager, Advanced Concept and Technology Demonstration (ACTD) Manager, and Advanced Concept and Technology (ACT) II Manager responsible for compliance with this JTA-Army. System developers will comply with the JTA-Army in order to ensure that products meet interoperability, performance, and sustainment criteria. All acquisition universities that the Army has purview over must implement a robust block of instruction on JTA-Army compliance and interoperability standards. Combat developers will use the JTA-Army in developing requirements and functional descriptions. Battle Labs will use the JTA-Army to ensure that the fielding of their "good ideas" is not unduly delayed by the cost and time required for wholesale re-engineering to meet interoperability standards. Compliance with JTA-Army standards will be included as an evaluated requirement in all acquisitions. The Army Chief Information Officer (CIO)/G-6 will submit JTA-Army compliance approvals to the Program Executive Groups (PEGs) for inclusion into their review of all Automated Information Systems (AIS) systems under the PEG’s purview.  JTA-Army compliance is part of the CIO Assessment/Certification in accordance with the Clinger-Cohen Act.
For all acquisitions within their milestone decision authority or comparable decision authority for efforts not being managed as programs, the MACOM DOIMs and CIO/G-6 will ensure compliance. Installation DOIMs, in coordination with installation commanders, will determine procedures for enforcing JTA-Army compliance on installations and validate JTA-Army compliance for all related developments or acquisitions initiated within the installation. Commanders or directors of organizations comparable to an installation where there is no DOIM will implement procedures comparable to those used by DOIMs.

The Army Acquisition Executive (AAE), as the Army Technical Architect, manages Army-wide funding for migration efforts that ensures all capabilities will be brought into compliance with the JTA-Army not later than fiscal year (FY) 2006.

The system developer is responsible for configuration control of the content of the JTA-Army profile, Technical View (TV-1), for a system.  System of Systems managers develop a TV-1 for their System of Systems, such as for an Army Knowledge Enterprise Architecture (AKEA) domain, 
< http://akea-cio.army.mil/aea/aea_preview.asp> by a PEO, or for a Software Block. As new versions of the JTA-Army are approved, procurements currently underway may continue to use previous JTA-Army versions or standards provided that required levels of interoperability can be maintained.  New procurements, major upgrades, requests for proposals, and JTA-Army profiles will be based on the current JTA-Army version. 

The Army Systems Engineering Organization (ASEO) will monitor JTA-Army compliance, review and make recommendations relating to JTA-Army profile compliance, JTA-Army waiver requests, and coordinate compliance-related issues with CIO/G-6, as appropriate.

The Army Technical Architect must approve all waivers to the JTA-Army. Waivers to standards in the DoD JTA must then receive concurrence from ASD(AT&L) and DoD CIO. Submit JTA-Army waiver requests to CIO/G-6, Enterprise Architecture Division. The Army Technical Architect is the final decision authority for conflicts among TV-1s that cannot be resolved at lower levels.  

The system developer is responsible for proper application of data standards and data standardization policies, as required by the Army Data Management and Standards Program.  Guidance for application of data standards is contained in Section 4 of the JTA-Army. 

The current version of the Joint Technical Architecture-Army (JTA-Army) and related documents are available at < http://akea-cio.army.mil/jtaa/documents.asp >. JTA-Army V6.5, dated 10 MAY 2002, is the current version. The JTA-Army V6.5 implementation memorandum by CIO/G-6 is also available.

2.
JTA-Army Language For Request For Proposal (RFP) 

The following guidance is provided for implementation of the JTA-Army in all Army system acquisitions:

a. The following wording at a minimum will be included in the System Requirements/System Specification section of all Army contract actions: 

"The system design approach shall comply with the applicable portions of the Joint Technical Architecture-Army (JTA-Army). Any proposed technical designs that deviate from the standards and practices delineated in the Joint Technical Architecture-Army, either during the evaluation and/or subsequent execution of this contract, shall be approved by the Army Technical Architect, through the Program Manager, prior to implementation. The Joint Technical Architecture-Army document is located on the World Wide Web at URL: < https://akea-cio.army.mil/jtaa/documents.asp >.”

b. The following wording will be included in Section L - Proposal Submission: 

System Design Section - Technical Volume

"The offeror shall provide a written discussion of the extent to which his proposal complies with the applicable sections of the Joint Technical Architecture-Army." 

Software Development/Design Section - Technical Volume 

"The offeror shall describe how the proposed software design approach and software development environment are compliant with the applicable portions of the Army Technical Architecture-Army." 

c. Section M - Evaluation Approach 

The use of Understanding of Requirements and Completeness as elements of the Technical Evaluation Approach will ensure that compliance with the Joint Technical Architecture-Army as required in the system requirements section is evaluated as a critical element. 

Note: The applicable documents section of the RFP should list the specific version number of the Joint Technical Architecture-Army document, and the date of that version. 

3.
JTA-Army Waiver Request Template

The following guidance is provided for submitting a JTA-Army waiver request. A representative template for the waiver request is shown in Figure 1. 

Organization Letter Head

Date:…

REPLY TO ATTENTION OF: …

MEMORANDUM FOR     Chief Information Officer/G-6, Enterprise Architecture Division, SAIS-IOE, 
107 Army Pentagon, Washington, DC 20310-0107

SUBJECT: Request for JTA-Army Waiver Relating to … Standard(s)/Mandate(s) for … System/Program

1. Request a JTA-Army waiver for … system/program to not use … standard(s)/mandate(s).

2. The following standard(s)/approach … will be used. Rationale for using the proposed standard(s)/approach follows: …

3. A description of the problem with the JTA-Army standard(s)/mandate(s) follow: …

4. Explain that this waiver will not impact operations or performance.

5. Plans for migrating to JTA-Army standard(s)/mandate(s) follows: …

6. The Point-Of-Contact (POC), including organization, name, phone number and email, is …

Signature block

Figure 1 JTA-Army Waiver Request Template
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